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Introduction

INTRODUCTION

FBView is a powerful tool for those who want to work with fieldbus devices.

FBView provides the user with the messages that pass through the fieldbus buses. FBView can
capture, analyze and decode the messages, showing all information. The information reports the
message type, the address of the device that sent the message, and the address of the receiver. It
is also possible to decode the messages from each level of the Fieldbus protocol.

FBView is easy to use and runs on Windows 2000 and XP.

FBView captures the messages from the bus and sends it to the computer using Smar's DFI302.

Characteristics

e Captures messages from any fieldbus bus (ISP, FF, HSE and Profibus PA).
e The captured messages can be sent to the printer and/or saved to files.
e Decodes FF messages.

Recognizes the message type.

Identifies the addresses.
Identifies the data.

Splits the messages from each level from the protocol.

e The messages can also be displayed in hexadecimal format.

e Messages filters. It means that it captures only the desired messages.

e Search tools. This tool is useful to find a pattern in the captured messages.
e Time Measure.

e Evaluates the final time of each message. This time can be absolute or relative to a
specific message.

o Evaluates the time interval between the ends of each consecutive message.
o Evaluates the time interval that the bus had no messages (ldle Time).
e Counts the number of captured messages.

o \Verifies the FCS of the messages to check that the message was received with no errors
and point out the messages with errors.

e Calculates the percentage of invalid messages.
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Section 1

1. INSTALLATION

1.1 System Requirements

1.1.1 Minimum
Windows 2000 - Service Pack 3

Operational System —

Processor —  Pentium 333 MHz
RAM — 64 MB

HD Free Space — 10MB

Monitor —  1024x768 - 64 Kcolors
CD-ROM

1.1.2 Recommended

Windows 2000 - Service Pack 3

Operational System —

Processor —  Pentium 1 GHz

RAM — 128 MB

HD Free Space — 10MB

Monitor —  1280x1024 - True Color
CD-ROM

1.2 Installing FBView

Place SYSTEM302 CD installation at the CD-ROM driver. The Installation dialog box will open
automatically. Click the SYSTEM302 button.

Follow the instructions in the dialog boxes to complete the installation. FBView and other programs
that compound System302 will be installed.

To initialize FBView, click the Windows Start button, at the Task Bar, point the cursor to the item
Programs. Select the item System302 and click the FBView icon. See the following figure:

Macrarnedia »
Microsoft OFfice »
% Palm Desktop 4

4

=| Confe00Plus  k

fcrabat Distiler 5.0 Pracesstiew

E Adobe Acrobat 5.0

¥

ﬁ Syscan
ﬁ System302 Browser
B System302 Studio

%

Figure 1.1. Running FBView

The FBView window will open:

11
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Figure 1.2. FBView Screen
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Section 2

2.1 Toolbar

2. OPERATION

FBView is easy to operate. It can be operated using the keyboard or selecting an icon on the
toolbar or a menu option. The captured messages are stored in a buffer, named Reception Buffer.
This buffer is fulfilled when FBView is on Capture mode. This buffer can also be loaded from a file.
The messages stored in this buffer are displayed on the screen.

= Fi Ve - [ DS RS MAR -DF R 173 Pariz | = FEiew ]

[ Fls e W Prafasnces Windoe bk 18] =]
D& @ P Emee BEHDY % BB mmaa
Husber Tine Frome =]
154 08:30:17 364 33 20 01 %E
165 n§-.30:17 371 3
156 09:30-17_ 30 31 10 01 AE
157 0y:30.17 385 3
Led 09:30:17.392 37 10 Q1 FE =
159 09:30:17.400 34
LiD 09 3017 407 36 FE 01 11 00 D& 0§ 10
el [9-30:17 442 33 10 §1 %K |
162 08 30 17 449 34
163 09-30-17 458 33 10 01 AE
164 09 .30:17 463 3
Li% 09:30:17.470 31 10 01 FE
166 pu:30:17. 478 M
167 09:30-17 45 33 0 01 9E
.
4] | Ll_l

P« D33
— Frims Cordral

Thert Address - Necessary Return Token - Priority @ Tire Svaliable
= O e e

(=)
nn w

Figure 2.1. FBView Screen

For some tasks, the user has to select a message in this buffer. For doing so, select the message
with the mouse. The selected message is displayed in blue.

If the message is too long and it is not completely displayed, it can be read rolling the screen
horizontally. Use the “left” and “right’ arrows, or use the horizontal bar to roll the screen.

H New

Creates a new file with an empty buffer. After clicking this button, the user must select the
communication network: H1 or HSE. Refer to section " Selecting the Communication”.

ﬂ Open

Click this button to fill the Reception Buffer with messages previously saved in a file.

E Save

The user can save the reception buffer to a file, to be used later. Click this button and a dialog box
will open. Select the folder where the file will be saved and type the name for the new file. The files
will be saved with the extension *.fbv for the H1 network and *.ntv for the HSE network.
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@ Print

Send the messages stored in the Reception Buffer to the printer. Uses the Windows default printer
dialog box.

E Initialize Communication

Start ou stop the communication with the interface. When clicking this button to initialize the
communication, a dialog box will open to the user to select the interface.

ﬂ Interface

Click this button to configure the interface that will capture the messages, according to the
communication network selected.

ﬂ Start

Starts to fill the buffer with the messages captured in the bus. The captured messages are
temporarily stored in the Capture Buffer. The messages will be captured until the user selects Stop
Capture or until the Capture Buffer is completely full. The messages will be stored in the buffer until
a new capture is initialized. During the capture, the messages can be displayed on the screen, or
the View mode can be selected to display the statistic of the captured frames.

ﬂ Stop

Stops the fulfillment of the Reception Buffer. When the capture is suspended, the user can verify the
contents of the messages that were stored in the buffer. It is also possible to use or configure other
software functions, such as filters and search tools.

Enable/Disable Frame Statistics

Change the visualization of the messages in the buffer. The user can view the frame statistics or the
description of the messages.

E¥ 0003020008:5MAR-DF51:950

Port: 1 - FBYiewl

Frame Stati=stic

© 167 ~ 167
0 — (0.0000 &)
0 — (0.0000 %)

Hesz=zages
CFC Errors

Lo=t Messages

KN W

Figure 2.2. Statistics View

In the Statistics View, there are two counters for the item Messages. The first counter counts the
number of messages that were captured after they passed through the filter. The second counter
displays the number of total messages that passed through the bus. In this example, no filter was
applied, therefore the number of filtered messages is equal to the number of messages sent through
the bus.

The CRC Errors counter displays the amount of messages with errors after they passed through
the filter.
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The Lost Messages counter displays the amount of messages that were lost. That is, the number
of messages that were sent to FBView by the interface but FBView did not received. If the
computer or the interface is too slow this counter increases excessively.

ﬁ]*J Enable Filters

When this function is active, only the filtered messages are stored in the buffer. An important
function of the filter is the ability to capture a specific frame and trigger the frame counting according
to the user specifications. Once the frame counting reaches the specified number the program stops
capturing all frames. This function is named Filter Trigger and can only be activated if the user is
online.

Another filter functionality is the Filter Profile. With this filter, the user can save all filters configured
with specific names related to their function. The user creates a library with configured filters, being
able to add/remove one or all filters from the library.

Refer to section "Filters" in the FBView-H1 and FBView-HSE modes.

@ Disable Filter

This tool is used to disable all filters and restore all frames that were captured, if the frame analysis
has been executed offline. If the user selects a frame after it has passed through the filter and then
click this button, all filters will be disabled and the message will still be selected, displaying what
happens after the message.

M Find

Click this button to search for a pattern in the buffer. The user can search for a default byte or a
error message, specified by the user.

& EYTE fid |
" CRC Emar Cancel |

Figure 2.3. Find Dialog Box

To search for the first occurrence of a default byte, select the item BYTE, type the byte to be located
and click Find.

To search for the first occurrence of an error message, select the item CRC Error and click Find.

E Find Next

Click this button to repeat the last search, starting from the point where the last search stopped. Or
press F3 on the keyboard.

@ Enable Schedule for Captured Frames

Click this button to define a cyclic time interval to store the captured messages. That is, if the user
configures a 2-hour interval, for example, FBView will store in the Capture Buffer the messages
captured in the last two hours, from the moment the user clicks the Stop button, overwriting old
messages stored in the Buffer.

Click this button to open the configuration dialog box:

2.3



FBView 4.1 - User's Manual

Chooze Time

Ok
" 1 Hour  2h \—I
 Bh - Cancel |
" 24h & INFINITE

Time: I hours

Figure 2.4. Defining the Schedule for Captured Messages

Select one of the pre-defined intervals or type the value in the Time box, and click Ok to conclude.

It is necessary to configure this tool before start capturing frames by clicking the Start
button.

% Disable Red Grid Lines

The vertical grid line is a graphical tool used to locate bytes in a message.
Click this button to remove all grid lines displaying in the message buffer.

See section 2.4 Grid Lines and Interval Lines.

M Disable Blue Interval Lines

Interval lines are automatically drawn according to the interval defined by the user.
Click this button to remove all interval lines displaying in the message buffer.

See section 2.4 Grid Lines and Interval Lines.

H
E .
j Hexadecimal

Displays the message in the format that it was received, in hexadecimal. In this case, no de-
codification is made.

De _
| Decimal

Displays the message in the format that it was received, in decimal. In this case, no de-codification
is made.

FF

Fieldbus Foundation

Decodes and displays the messages according to the Fieldbus Foundation protocol. If the
message does not suit the protocol, it will be displayed in hexadecimal format.

= -
=="| Absolute Time

Indicates the Absolute Time of the end of the message. The absolute time is measured according to
the computer clock. When this button is active, the Time column indicates the absolute time for all
stored messages.
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2.2 Preferences

| . .
"=f%| Relative Time

Indicates the Relative Time of the end of the message. The relative time is calculated from the
absolute time of each message related to the initial point, that is displayed as 0 (zero) in the Time
column. When this button is active, the Time column displays the relative time for all messages and
the message that is currently selected is considered the initial point (Relative Time equals to 0).

""" Message Time

Measures the period of time between two consecutive message endings. When this button is active,
the Time column displays the elapsed time from the end of one message until the end of the
following message.

M .
"= | |dle Time

Measures the period of time that the bus has no activity between two consecutive messages. When
this button is active, the Time column displays the Idle Time between two messages.

ﬂ About

Open the dialog box with the information about the FBView version.

2.2.1 Hiding Messages

When the interval to capture message is too long, the user can temporarily hide the messages being
captured.

In the Preferences menu, select Hide Frames.

To display the messages being captured, go to the Preferences menu and select Show Frames.

2.2.2 Customizing the Buffer Window

The user can configure the Reception Buffer, changing colors. In the Preferences menu, click
Change Colors. The dialog box to configure the colors will open:

25
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Salact & color

flf

Dadeaih Colors

Color Modes

rR G B

=H g ry
Ged Colors
[ ] GelFont Color |
[ _GoetHesderColor |
[] _GetBeckground Color |
] ForSelection |
| - =] Beckground Selechion

Figure 2.5. Customizing the Buffer Window

Get Font Color Change the color of the text font of unselected
messages.

Get Header Color Change the fill color of the header in the buffer
window.

Get Background Color Change the background color of the buffer
window.

Font Selection Change the color of the text font of the
selected message.

Background Selection Change the fill color of the line for the selected
message.

To change the color:
1. in the Color Mode field, select the mode to display colors.
2. in the color scale, click the desired color.
3. Click the button related to the color that will be changed. (See the table above).
4. Click Ok to apply the changes or click Cancel to exit without altering the colors.

To return to the default color configuration, click the button Default Color in the Color dialog box.

2.3 Organizing Buffer Windows
Several buffer windows can be displayed in FBView.
To organize and arrange the windows, go to the Window menu and select:
Cascade: Arrange all non-minimised windows in cascade.

Tile Horizontally: arrange all non-minimised windows side by side horizontally.

Tile Vertically: arrange all non-minimised windows side by side vertically.
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2.4 Grid Lines and Interval Lines

2.5 Debugging

To add a grid line to the buffer, right-click the buffer screen in the desired location. To remove only
one specific grid line, right-click the line in the buffer screen.

To remove all grid lines displaying in the message buffer, click the button @ in the toolbar.

To add interval lines to the buffer, press and hold the <Ctrl> key on the keyboard and right-click the
buffer screen in the desired location. Define the period for the interval and press <Enter> to
conclude:

Input interyal
Line interval [0 dizables]

Figure 2.6. Defining the Grid Interval

To remove all interval lines displaying in the message buffer, click the button @ in the toolbar.

To create a message sequence to debug error messages, for example, follow the steps described
below:

1. Select a message, clicking the corresponding message line.
2. Press <Ctrl> + F2 on the keyboard.
3. Repeat these steps to select other messages.

To unmark a message, click the message line to select the message and press <Ctrl> + F2 again.

To browse and debug the selected messages, press F2.

2.6 Selecting the Communication

To create a message file, go to the File menu and click the option New. The dialog box showed in
the figure below will open:

New |

ak
FieldBuz HSE Cancel |

Figure 2.7. Selecting the Communication

In this dialog box, the user must select the type of the communication network where the messages
will be captured. For each type, H1 or HSE, different interfaces and filters will be available.

When selecting the H1 communication, the Ethernet and USB interfaces will be available, as
showed in the figure below:
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Choose Interface

]|
H1
%' Ethemet ILI
_ Careel |

Cancel

™ USE [In Future]

Figure 2.8. HL Communication Interfaces

Refer to section "Selecting the Communication Interface" in the FBView-H1 mode for further
information.

When selecting the HSE communication, if the PC has more than one network adapter, click the

button Interface, ﬂ to open the dialog box and select the adapter that will be used to capture the
frames.

Dialog E3

[132.168.163.45 =l ok |
Cad:  |‘Device\NPF_{E5B33C0E-A3 _ Carcel |

Methdask : I 285 285 0285 0 O

o dEast:I 265 . 255 . 285 . 255

Current Metwork, Adapler
[ 3Corn EtherLink PCI

Figure 2.9. HSE Communication Interfaces

Refer to section "Selecting the Communication Interface" in the FBView-HSE mode for further
information.

2.7 Defining the Diagnostic Structure

FBView uses a XML file to define the structure and the interpret the diagnostic messages. This file
is named "diagnostic.xml" and it is located in the FBView installation folder. The default path is
"C:\Program Files\Smar\FBView".

The diagnostic file "diagnostic.xml" can be edited in Windows Notepad or any HTML and XML
editor.

For example, to decode the message Compel Data 2 showed below:
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Erl‘ﬂ'ﬂ (O DS AR - O 5L 35 Pors | - FEY et rsledby ]
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Figure 2.10. Message Compel Data 2

Add the following structure to the XML file:

<files_structures>
<structure name="Compel Data 2" length="3">
<Uchar>
<Name>Message Type</Name>
<Format>0x%x</Format>
<Length>1</Length>
<Opt value="81">COMPEL DATA 2</0Opt>
</Uchar>
<Uint>
<Name>Destination Address</Name>
<Format>%x</Format>
<Length>1</Length>
</Uint>
</structure>
</files_structures>

The structure <Uchar> has 1 byte, <Uint> has 2 bytes and <Ulong> has 4 bytes.

The field <Format> indicates the format of the byte value, according to the ANSII C standard: %d

for decimal, %l for long int, %x for hexadecimal and %c for character.
The field <Length> always has the value equals to 1.

The value of the field <Opt value=" "> must always be in decimal.

After editing and saving the file "diagnostic.xml", go to FBView, click the message to be
interpreted, select the parameter Data in the Decode window and double right-click the message to

open the menu:

2.9



FBView 4.1 - User's Manual
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Figure 2.11. Selecting the Data Structure

Select the message format and the interpretation will be displayed according to the XML file:

FB¥iew - [0003020008:SMAR-DF51:435 Port: 1 - FBViewteste.fbv]

File Edit Wiew Message Window Help 12| x|
D& || % SR B R AR AN
Humber Time Framne ﬂ
4004 11:09:47.328 26 Fe 01 00 00 0& 08 10

126 09:40:48.032 26 14 01 00 00 0& 08 10

1280 11:17:53.873 26 FD 01 00 00 0& 08 10 _I
4038 11:09:47 605 34

1332 11:1?:5.300 33 20 01 SE

204 09:40:48.695 33 Fe 01 SE

4080 11:09:47.935% 34

i o

[El-DLPDU class

| l.cpz-oxE2

E| Frame Conkral

: ‘- Short Address - Mecessary Feturn Token - Priority @ MNormal
E| DL-addresses

¢ L-Dest:Fe20

B2 F6 20

B- Interpretation

- Message Type : OxbZ

- Destination Address 1 f620

Frame Counter 45 I_IW S
Figure 2.12. Interpretation of Compel Data 2
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2.8 Saving a file in text format

The user can export the frame captures from FBView to a text file. This way, the user can share the
Fieldbus line diagnostics with other machines that don't have FBView installed, or even generate
diagnostic reports.

To export the messages to the text file, go to the File menu and click the option Save Txt File. The
Save as dialog box will open:

Save As n E
Save in; Ia Prajects j o I:_-zig -

File name: — |FEView Save I
Save as bype: IText * bt j Cancel |
4

Figure 2.13. Saving as a text file

1. Browse the directories to select the folder where the txt file will be saved.
2. Type the name for the txt file.
3. Click Ok to conclude.

2.9 Capturing messages using the DF51

The DF51 can work only as an interface for FBView, in the sniffer mode, or as a
configuration/supervision interface, plus the sniffer mode.

In the sniffer mode, the DF51 doesn't appear in the Live List, it only captures the
messages sent by the H1 communication bus.

In the Interface+sniffer mode, it is possible to use the same DF51 to operate with Syscon,
with the supervisory system and FBView, at the same time.

2.9.1 When to use each mode?

The Interface+sniffer mode is easier to use because the H1 bus analysis can be executed
with the interface installed, there is no need to alter the electrical connection. Therefore, it
is the most recommended to perform the analysis.

The sniffer mode can be used to analyse the time interval between messages or during
the LAS tests of the field devices. To analyse the time interval, the Interface+sniffer mode

doesn't have a good precision for the messages sent by the interface itself. In the LAS test
of the field devices, the Syscon interface has to be switched off, and then another
interface would be necessary to capture the messages from the H1 bus.
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Section 3

3. FBVIEW - H1

3.1 Selecting the Communication Interface

After initializing the communication, the Interface dialog box will open:

Choose Interface |
H1
] 4 I
¥ Ethemnet
Cancel |

™ USE [In Future]

Figure 3.1. H1 Communication Interfaces

The messages file based on the H1 communication network will have the following interfaces
available:

e Ethernet

1. Select this option and click Ok.
2. The Configuration dialog box will open:

NIE  |192.168.163.46 | ok |
Interface | 0003020026: SMAR-DFE2:136 =] Cancel |
Part |1 j

FBCapture Yersian |1 .0a Mew Search |
Firmware Yersion BO4BO1_1131HOT_3 Search by IP |
Firrnware D ate 22:00:00 12431463

Capturing ot ports I tare |
IP |192.1EB.153.135

Figure 3.2. Ethernet Configuration

3. The NIC box shows the IP address of the machine.
4. In the Interface box, select the communication interface from list.
5. Inthe Port box, select the communication port conected to the selected interface.

Click the button New Search to automatically search for a network card available in the
communication network.

Click the button Search by IP to open a new dialog box and type the IP address of the remote
machine that has the communication interface desired. See the example below:
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Remote IP E

Enter Bemote [P
| 192 . 168 . 163 . 48

Ok, I Cancel |

Figure 3.3. Searching for a remote IP address

When the interface is selected, specific information of this interface will be displayed in the dialog
box, such as the firmware version and the IP address of the network card. The interface address is

displayed instead of its name, to avoid problems with computers that have two or more cards with
the same name.

Click Ok to conclude the interface configuration.

e USB

1. To capture the frames from the serial port of the PC, select this option and click
Ok.

2. The configuration dialog box will open:

Choosze Sernal Port :

|EDM1 =
Cancel |

Figure 3.4. Serial Port Configuration

3. Select the serial port from the list.
4. Click Ok to conclude.

3.2 Filters
3.2.1 Adding Filters

To configure a filter in the Hexadecimal mode, click the button Enable Filters, ﬁ in the toolbar.
The Filter Configuration window showed in the figure below will open:
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Hexadecimal Filter =l
— Group Filker
[V Enable Filter

] oK

Filters I LCancel |

1
02 1050¢ 04 Add Filter
i Remaove Filker |

Remove All Filkers |

— Group Trigger - Just for Online Caplure
¥ Trigger Filter
Select Filker Trigger : I 021004 j

Mumber of Messages After Trigger : |1 oo

r— Group Filter Profile
s — sddFitr | RemoveFiter Profie |

M arne Filter Profile :
I Save Filter Profile | Remaove All Filters Profile |

‘Wit a moment please :

Figure 3.5. Filters Configuration
Select the option Enable Filter to apply the filters to the messages.

To add a new filter, type the first bytes of the message in the text box and click the button Add
Filter.

To select the filter that will be applied to the messages being captured, mark the option Trigger
Filter, select the filter from the Select Filter Trigger menu and type the number of messages to be

captured.

There are codes that can be used to improve the filters and the analysis. The codes are listed in the
table below:

Code Table
Code Function
XX This code indicates that any hexadecimal number can occur in this position.

This code searches for the next occurrence of the following hexadecimal in the
frame, independent of its position.

**

This code captures all frames that are different from the following hexadecimal. It
works as a filter "NOT", only when the code is at the beginning of the filter.

Code Examples

Example Description

26XX10 Captures the frames that start with 26 and have 10 in the third byte of the frame.

Captures the frames that have 33 in any position of the frame.

**33 . . S
(Note: **3310 is an invalid filter.)

Captures the frames that do not start with 34.

1
He4 (Note: 51111B is an invalid filter.)

The user can match the codes in a more coherent way having the codes on hands, to assure a
better analysis of the frames and the fieldbus line.
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3.2.2 Removing Filters

To remove a filter, select the specification in the Filters list and click the button Remove Filter. See
the example below:

Vexadecimal Hilter E
~ Group Fite
| B Enable Pl

| (i3 |
I Caneel I
L 2 e B B D S B
Ty

" :F!nmwv-.Flmt I
Plemee A Filter I

- G Togegei - Jud o Dl Caplise
I Trigge: Fiker

| St Fber Tigget I lJ

Husmies of Messages Shire Trigges I

- Titoup Fites Frotie
| =] Add Fites | émawe Fite: Frofie |

| SaveFde Probe | Remmve Al Pl Fiotie |

Figure 3.6. Removing a Filter

To remove all filters, click the button Remove All Filters.

3.2.3 Creating a Filter Profile

The Filter Profile allows the user to save all filters configured with specific names, related to their
function.

The user can create a library with configured filters, being able to add/remove one or all filters from
the library.

To create a filter profile:

1. Click the button Enable Filters, E in the toolbar, to open the Filter Configuration window.

2. Type the first bytes of the message in the text box and click the button Add Filter. Repeat this
step to add more filters to the filter profile.

~ G Fier 4
I Erable Flte

E11 QF, |
{ | e | Lol |

3.  Type a name for the filter profile and click the button Save Filter Profile.
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Group Filter Profile
| - fidd Filter | Remave Fiter Profile |

Mame Filter Profile :

|ms

_______ 1
I Save Filterfmfile | I Rermave &ll Filters Profile |
- lag. ]

After adding a new filter profile, it will be displayed in the Group Filter Profile menu. Use the button
Add Filter to add the selected filter profile to a group of filters from another message buffer.

Group Filter Profile

1 . .
1 Remaove Filter Prafile |

Mame Filter Profile: :

Save Filter Prafile | Femove All Filkers Profile |

3.2.4 Removing Profiles

To remove a filter profile, select the name of the profile in the Group Filter Profile list and click the
button Remove Filter Profile. See the example below:

Group Filker Profile

T tddFiter | Remove FiterProfie |
by
Mame Filter Profile :
Save Filter Prafile | Riemove All Filkers Profile |

Figure 3.7. Removing a Filter Profile

To remove all filter profiles, click the button Remove All Filters Profile.

Basic Components of the Message

A message is composed by data from different levels of the protocol: Data Link Layer (DLL),
Fieldbus Access SubLayer (FAS), Fieldbus Message Specification (FMS) and System Management
(SM).

The basic composition of a message is:

| FC | DA | sa | obp | Fas FMSs |
| frc | pa | sa | opp | SM |
Where:
FC Frame Control — indicates the type of the service, the priority and whether the token
has been returned or not.
DA Destination Address — address of the destination device of this message.
SA Source Address — address of the device that transmitted the message.

DLL-p Data Link Layer parameters.
FAS FAS parameters.

FMS FMS parameters.

SM SM parameters.
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3.3.1 Simplified De-codification of the Frequently Used Message

This section will describe the most frequently used messages. Some of the components will be
described in the section "Complete Message De-codification". The purpose of this section is to
provide the user with the basic idea on how to identify a Read Request, a Write Request and other

commands frequently used for error detection in a Fieldbus Foundation system.

FBView suppresses the FCS when displaying a H1 message.

Pass Token (PT)

Used by the LAS to give time to the device in the same node of the DA. The device gives the token
back to the LAS, after using the network, with the Return Token message type, or sends the last

message with the third bit of the frame control set to 1.

FC | DA XX FCS
FC Assumes the following values: 31h, 32h or 33h.
DA Any acceptable value for the node, from 10h to FFh (16 to 255).
XX Non-decoded bytes. Sequence with two bytes.
FCS Two check sum bytes from the bytes of the message.
Example: Pass Token for the device in node 19h.
FC DA XX FCS
33h 159h O1h 9Fh 4dh g0h

Return Token (RT)

This message returns the token to the LAS.

FC

FCS

FC Its value is always 34h.

FCS Two check sum bytes from the bytes of the message. As this is a 1-byte message and

it is always with the same value, the FCS does not change and its value is AF21h.

Example:

FC

FCS

34h

AFh

21h
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Probe Node (PN)
The LAS uses this message to check if there is any device with the same node of the DA.

EC | DA XX FCS
FC Its value is always 26h.
DA Any acceptable value for the node, from 10h to FFh (16 to 255).
XX Non-decoded bytes. Sequence with 6 bytes.

FCS Two check sum bytes from the bytes of the message.

Example: Probe node for the node 19h.

FC DA XX FCS
25h 19h 0th | 0ok | 0on [ oan [ osh [ock | son | Ak

Probe Response (PR)

When a device receives a Probe Node, it replies with a Probe Response. The LAS initiates this
node when it receives this message.

FC | XX FCS
FC Its value is always 27h.
XX Non-decoded bytes. Sequence with 8 bytes.
FCS Two check sum bytes from the bytes of the message.

Example: The Probe Response does not contain the information about which node has been
transmitting. To know which node transmitted the message, it is necessary to read the Destination
Address (DA) of the Probe Node right before the Probe Response.

FC XX FCS
27h 0th | 03h | ook | ooh | oon | son | och | ABR | ssh | BOn

Node Activation (DT1)

Every time a new node replies to a Probe Node, its Data Link Layer status is set to offline. In this
mode, the node only answers to the Probe Node. The LAS sends an activation message to change
its Data Link Layer to the Operational status. This message is sent with a Data Transfer 1 message
(DT2).

FC DA S5A XX FCS
FC Its value is always D2h.
DA Destination address. It has two bytes: the first one assumes any acceptable value of
the node. The second one is always 0.
SA Source address. It has two bytes with values 4 and 0.
XX Non-decoded bytes. Sequence with 11 bytes.
FCS Two check sum bytes from the bytes of the message.
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Example: Nodel9h activation.

FC

DA

SA

XX

FCS

D2h 19h\nuh

D4h|nuh D9h|DDh|D2h|DDh|DDh|DDh|DDh|DDh|DDh|DAh|ABh

D8h|22h

Establish Connection 1 (EC1)

All device information is located in the VFD. All configuration parameters of the fieldbus network are
located in the management VFD (SMIB), such as: T1, T2, T3, VCRs, FB Schedule, etc. The
parameters of the function blocks are located in the application VFD (FBAP). The device must have

at least one SMIB.

protocol allows the device to have more than one application VFD.

It is common to find devices with two VFDs: 1 SMIB and 1 FBAP. But the

The device has to set the connection with the VFD to access the information from the VFD. EC1
messages are used in this connection. To set a connection the node sends the EC1 with a
connection request and the addressed node sends another EC1 accepting the connection.

FC DA S5A XX1 nc Xx2 FCS

FC It can assume two values: FOh or F4h. The F4h is the EC1 with Return Token flag set
at 1.

DA Destination address. It has two bytes: the first one assumes any acceptable value for
the node. The second is always 07.

SA Source address. It has two bytes: the first one assumes any acceptable value for the
node. The second one is the value of the connection's selector of the node that is
transmitting the message.

XX1 Non-decoded bytes. Sequence with 19 bytes.

DC It has two bytes. The first one has the value of the addressed node and the second
one has the value of the connection's selector of the addressed node.

XX2 Non-decoded bytes. Sequence with 37 bytes.

FCS Two check sum bytes from the bytes of the message.

Example: This is a connection request between 1191h (SA) and 18F3h (DC).

FC

DA

SA

XX1 - 13 hytes

FOh

1Bh|D?h|11h|91h|11h

DFh‘B1h

FEh‘4Eh|2Dh‘4Eh|2Dh‘E1h|BDh‘DDh‘FDh‘E1h

XX1 -6 bytes

DC

XX2 — 10 bytes

BDh|DDh|FDh|DDh|DDh|DDh

1ah\F3h

Duh\nuh|11h\91h|E2h\FFh|89h\nzh\Duh\nuh

XX2 — 18 hytes

12h|4Dh|4?h|21h|DDh|32h|DDh‘DDh|41h EFh|51h EFh|EBh‘DDh|3Dh‘DDh‘DDh‘DDh

XX2 - 9 bytes

FCS

nnh|Dnh|nnh|?1h|n?h|n1h|?1h\nah|D1H 32h|35h

To establish this connection, the node 18h must send an EC1 as indicated below:

FC

DA

SA XX

FCS

FOh ou Fdh

1191 h

18F3h

Observe that the DA of the confirmation is the same as the SA of the request, and the SA of the
confirmation is the same as the DC of the request.
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Disconnect 1 (DC1)

When the addressed node rejects a connection request or the connection is broken, the node sends
a DC1 message.

FC | DA SA XX FCS

FC It can assume two values: 70h or 74h. The 74h value is the DC1 with Return Token
flag set at 1.

DA Destination address. It has two bytes: the first one assumes any acceptable value of
the node. The second one is the value of the selector for the addressed node
connection.

SA Source address. It has two bytes. The first one assumes any acceptable value of the
node. The second one is the value of the selector for the source node connection.

XX Non-decoded bytes. Sequence with 2 bytes.

FCS Two check sum bytes from the bytes of the message.

Example: In the following message, the node 11h is breaking its connection 91h with the
connection F3h of the node 18h.

FC DA SA XX FCS
70h 18h F3h 11h H1h 01h 46h H1h EEh

Read Request

A node makes a Read Request when it wants to know the parameter value from another node. This
message is encapsulated in a DT1.

| FC | DA | SA | XX1 | RQ |FMSPDU‘}NVGKE !D‘READ| XX2 |fNDEX| FCS \

FC It can assume two values: D3h or D7h. The D7h value is the DT1 with Return
Token flag set at 1.

DA Destination address. It has two bytes: the first one assumes the value of the
addressed node. The second one is the value of the selector for the addressed
node connection.

SA Source address. It has two bytes: the first one assumes the source node's value.
The second has the selector's value of the source node connection.

XX1 Non-decoded bytes. Sequence with 2 bytes.

RQ Byte that identifies the message as a request. Assumes value 4.

FMS Byte that identifies the message as a request with confirmation. Assumes value

PDU 92h.

INVOKE | This byte is a sequence number. It is used to identify the answer. That is, when the

ID addressed node answers this request, it sends the invoke ID received in the
request.

READ Byte that identifies the message as a reading. It always assumes the value Alh.

XX2 Non-decoded byte.

INDEX Two bytes that identify which INDEX of the OD have been read.

FCS Two check sum bytes from the bytes of the message.
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Example: In the following message, the node 1091h is requesting the reading of index 0960h of the

node 19F7h.
FC| DA SA | xx1 |Ra |FMS PDU|INVOKE ID| READ | XX2 | INDEX | FCS
D3h 19h\F?h 1Dh|91h ?Dh|d?h 04h| 92k E7h Ath | 02k DBh|EDh 53h|90h

Read Response

This message is the response to a Read Request. The node must send the same invoke ID as was
received in the Request.

| FC | DA | SA | XX1 | RS | FMS PDU }NVDKE}D|LENGTH| DATA |FCS

FC

DA

SA

XX1
RS

FMS
PDU

INVOKE
ID

LENGTH

FCS

It can assume two values: D3h or D7h. The D7h value is the DT1 with Return
Token flag set at 1.

Destination address. It has two bytes: the first one assumes the value of the
addressed node. The second has the selector's value of the addressed node
connection.

Source address. It has two bytes: the first one assumes the value of the source
node. The second has the selector's value of the source node connection.

Non-decoded bytes. Sequence with 2 bytes.

Byte that identifies the message as a response. Assumes value 5.
Byte that identifies the message as a confirmation. Assumes value A2h.

This byte is a sequence number. It is used to identify the answer. That is, the node
will send the invoke ID received in the request.

Byte that identifies the data length that was read. If the length is less than 15 bytes,
the value will be 2Xh, where X is the length. If the length is greater than or equal to
15 bytes, we will have the byte 2Fh and the next byte will be the data length.

Two check sum bytes from the bytes of the message.

Example: Response message to the Read Request example above. In this case, the data length is

8 bytes.
FC DA SA XX1 RS | FMS |INVOKE
PDU ID
D7h 10h | 91h | 19h | F7h a0h | 47h | 08h | AZh B7h
LENGTH DATA FCS
26h ooh | ooh | ooh | ook | ook | ook | ooh | ooh | DEcs
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Write Request

A node makes a Write Request when it wants to configure a new value of the parameter from
another node. This message is encapsulated in a DT1.

FC DA SA XX1 RQ FMS PO | INVOKE 1D
WRITE XXx2 INDEX LENGTH DATA FCS

FC It can assume two values: D3h or D7h. The D7h value is the DT1 with Return
Token flag set at 1.

DA Destination address. It has two bytes: the first one assumes the value of the
addressed node. The second has the selector's value of the addressed node
connection.

SA Source address. It has two bytes: the first one assumes the value of the source
node. The second has the selector's value of the source node connection.

XX1 Non-decoded bytes. Sequence with 2 bytes.

RQ Byte that identifies the message as a request. Assumes value 4.

FMS Byte that identifies the message as a request with confirmation. Assumes value

PDU 92h.

INVOKE | This byte is a sequence number. It is used to identify the answer. That is, when the

ID addressed node answers this request, it sends the invoke ID received in the
request.

WRITE Byte that identifies the message as a writing. It always assumes value B2h.

XX2 Non-decoded byte.

INDEX Two bytes that identify which INDEX of the OD to be written.

LENGTH | Byte that identifies the data length to be written. If the length is less than 15 bytes,
the value will be 4Xh, where X is the length. If the length is greater than or equal to
15 bytes, we will have the byte 4Fh and the next byte will be the data length.

DATA Value to be written.

FCS Two check sum bytes from the bytes of the message.

Example: In the following message, the node 1091h is writing 7 bytes in the index 01C7h of the

node 19F7h.

FC DA SA XX1 RQ | FMS PDU |INVOKE ID

D3h | 19h | F7h | 10K 91h | &0k | 55h | 04k G2h 5ih
WRITE | xx2 INDEX LENGTH DATA - 5 bytes

B2k | 0zh | Otk | 2Ch 47h | O2Zh | 80h | 02h | 01h DOk
DATA - 2 bytes FCS

ooh | oth | B1h | E2h
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Write Response

This message is sent in response to a Write Request. The node must send the same invoke ID as
received in the Request.

| Fc | pa | sa | xx1 | RS | FMSPDU | INVOKE ID | WRITE | FCS |

FC It can assume two values: D3h or D7h. The D7h value is the DT1 with Return
Token flag set at 1.

DA Destination address. It has two bytes: the first one assumes the value of the
addressed node. The second has the selector's value of the addressed node
connection.

SA Source address. It has two bytes: the first one assumes the value of the source
node. The second has the selector's value of the source node connection.

XX1 Non-decoded bytes. Sequence with 2 bytes.

RS Byte that identifies the message as a response. Assumes value 5.

FMS PDU Byte that identifies the message as a confirmation. Assumes value A2h.

INVOKE This byte is a sequence number. It is used to identify the answer. That is, the

ID node will send the invoke ID received in the request.

WRITE Byte that identifies the message as positive response.

FCS Two check sum bytes from the bytes of the message.

Example: Response message from the Write Request example above.

oC DA SA XX

O7h 10h Y1h 19h Frh S0h S&h
RS FMS PDU | INVOKE ID | WRITE FCS

05h A2h 58h 30h COh S6h

Get OD Request

The node sends this message to request an OD description of a specific parameter. This message
is encapsulated in DT1.

| FC | DA \ SA | XX1 | RQ |FMSPDU INVOKE ID

GET OD| XX2 | INDEX | FCS \

FC

DA

SA

XX1

RQ
FMS PDU

INVOKE
ID

It can assume two values: D3h or D7h. The D7h value is the DT1 with Return
Token flag set at 1.

Destination address. It has two bytes: the first one assumes the value of the
addressed node. The second has the selector's value of the addressed node
connection.

Source address. It has two bytes: the first one assumes the value of the source
node. The second has the selector's value of the source node connection.

Non-decoded bytes. Sequence with 2 bytes.
Byte that identifies the message as a request. Assumes value 4.

Byte that identifies the message as a request with confirmation. Assumes value
92h.

This byte is a sequence number. It is used to identify the answer. That is, when
the addressed node answers this request it sends the invoke ID received in the

request.
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GET OD
XX2
INDEX
FCS

Byte that identifies the message as a Get OD. It always assumes the value C2h.
Non-decoded byte. Sequence with 3 bytes.
Two bytes that identify which INDEX of the OD to be described.

Two check sum bytes from the bytes of the message.

Example: In the following example, the node 1090h is requesting a Get OD to index 02C1h of node

1AF7h.
DC DA SA XX1 RO FMS
PDU
D3h 14h F7h 10h | S0k 3h | 43h 04h 92h
INVOKE ID | GET OD XX2 INDEX FCS
55h C2h 01h | 00h | 12h 02h | Cth | 7Eh Bdh

Get OD Response

This message is sent in response to a Get OD Request. The node must send the same invoke ID
as received in the request.

| FC | DA | SA |xxr| RS |FMSPDU INVOKE ID

GET DD| XX2 \ More | FCS \

FC

DA

SA

XX1
RS
FMS PDU

INVOKE
ID

Get OD
XX2

More

FCS

It can assume two values: D3h or D7h. The D7h value is the DT1 with Return
Token flag set at 1.

Destination address. It has two bytes: the first one assumes the value of the
addressed node. The second has the selector's value of the addressed node
connection.

Source address. It has two bytes: the first one assumes the value of the source
node. The second has the selector's value of the source node connection.

Non-decoded bytes. Sequence with 2 bytes.
Byte that identifies the message as a response. Assumes value 5.
Byte that identifies the message as a confirmation. Assumes value A2h.

This byte is a sequence number. It is used to identify the answer. That is, the
node will send the invoke ID received in the request.

Byte that identifies the message as positive response.

Non-decoded bytes; the amount of bytes in this sequence depends on the
description type that was asked.

This byte indicates there is more information. The value 00h means that there
are not, and FFh means that there is more information on this parameter (More
Follows).

Two check sum bytes from the bytes of the message.
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Example: Response message from the Get OD Request example above.

DC DA SA XX1 RS | FMS
PDU
O7h 10h 50k 14h | F7h 40h | 43h 05h | A2h
INVOKE ID | GET 0D XX2 — 7 bytes
5iih Czh a1h | 05h 02h \ C1h | 09h \ 00h | 45h
XX2 MORE FCS
11h 00h 1ah | Esh

Compel Data 2 (CD2)

When it is time for a output parameter of a link to be published, the LAS sends a Compel Data 2 to
request the node that produces this output to send it in that moment.

FC | DA FCs

FC Bi1h, B2h and B3h.

DA Destination address. It has two bytes: the first one assumes the value of the
addressed node. The second has the selector's value of the addressed node
connection.

FCS Two check sum bytes from the bytes of the message.

Example: This is a CD2 to the node 2221h.

FC DA FCs
B1h 22h 21h Adh BEh

Information Report

When a node receives the CD2 it immediately sends the output parameter of the link specified by
the DA of the CD2. This message is encapsulated in a DT3.

FC S5A XX1 FMS PDU INVOKE ID | INF. REPORT
XXx2 INDE X L ENGHT DATA FCS
FC It can assume the values: 50h, 51h, 52h, 53h or 54h.
SA Source address. It has two bytes: the first one assumes the value of the
source node. The second has the selector's value of the source node
connection.
XX1 Non-decoded bytes. Sequence with 2 bytes.
FMS PDU Byte that identifies the message with no confirmation. Assumes value C2h.

INVOKE ID Its value is always FFh.

INF. Byte that identifies the message as an information report. Assumes value
REPORT 82h.

XX2 Non-decoded byte.

INDEX OD index of the published parameter.
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LENGTH

DATA
FCS

Byte that identifies the data length to be published. If the length is less than

15 bytes, the value will be 4Xh, where X is the length. If the length is greater
than or equal to 15 bytes, we will have the byte 4Fh and the next byte will be

the data length.

Value of the published parameter.

Two check sum bytes from the bytes of the message.

Example: Information Report of the CD2 from the example above.

FC SA XX1 FMS |INVOKE| INF. XX2 | INDEX
PDU ID | REPORT
gth | 22h 2th | OFh | 0Bh | c2h | FFh &2h 0Zh | 04k
INDEX [LENGTH DATA FCS
Edh 45h B0h | 3Fh | B0h \ EFh | Ezh B3h 32h

Multi Variable Contained (MVC)

This view can be configured and used to optimize the bus usage during supervision. The node start
sending it periodically after the MVC is configured. The periodicity is measured in macrocycles and
it is one of the MVC configuration parameters.

FC

DA

5A

XX

FC5

FC

DA
SA

XX

FCS

It can assume two values: D3h or D7h. The D7h value is the DT1 with Return Token
flag set at 1.

Destination address. It has two bytes with the value 0140h.

Source address. It has two bytes: the first one assumes the value of the source
node. The second one is 08h.

Non-decoded bytes; the amount of bytes in this sequence depends on the
parameters that were configured.

Two check sum bytes from the bytes of the message.

Example: MVC of the node 18h.

FC

DA

SA

XX -9 hytes

DO3h

01k |4Dh

18h |DBh

DEh| czh\ FFh |82h |D2h |DAh| 15k | 4Dh |DDh

XX —12 bytes

FCS

Dih \Dnh |D9h |DDh |DDh |BDh |DDh \anh |3Bh| Dih |E2h| 45h DEh| C3h
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3.3.2 Complete Message De-codification

DLPDU FC DL Address
Class Frame Control Destination (DA) Source (SA) | 2nd source Parameters User Data
EC1 1111 LFOO [HL.N.S [HL.N.S [HL.IN.S EC-p 0-DLSDU
EC2 1110 LFOO — [HLIN.S [HLN.S EC-p 0-DLSDU
DC1 0111 LFOO [HLIN.S [HLIN.S — DC-p 0-DLSDU
DC 2 0110 LFOO — [HLIN.S — DC-p 0-DLSDU
CD1 1111 LFPP [HL.IN.S [HL.IN.S — — —
CD 2 1011 LFPP [HL.N.S — — — —
DT 1 1101 LFPP [HLIN.S [HLN.S — SD-p 0-DLSDU
DT 2 1001 LFPP [HLIN.S — — SD-p 0-DLSDU
DT 3 0101 LFPP — [HLIN.S — SD-p 0-DLSDU
DT 5 0101 OFO0 — [PDA] — SD-p 0-DLSDU
SR 0001 OF11 [PSA] N — 0-SR-p —
CT 0001 OF00 — — — — —
TD 0001 OF01 — N — TD-p —
RQ 1100 OF00 N.O N.O — RQ-p —
RR 1101 OF00 N.O N.O — RR-p —
PN 0010 0110 N — — PN-p —
PR 0010 0111 — — — — SPDU
PT 0011 OFPP N — — DD-p —
RT 0011 0100 — [DTH] — — —
RI 0010 0000 — [DTH] — DD-p —
CL 0000 0001 — N — — —
TL 0000 0110 N — — — SPDU
Idle 0001 OF10 — — — — 0-DLSDU
Table 1 - Data Link Layer Message Structure
LEGEND:
L Indicates the length of the addresses used in the message (0=Short, 1=Long).
F Indicates that the token will not be used anymore. The device is returning the token to LAS.
PP Specifies the priority of the message (urgent, normal, time available).
— Indicates that the field is not used.
[HL.IN.S The address bytes. If L is equal to 1 there will be long addresses, which length is 4 bytes (HLNS), but if
L is equal to 0 there will be short addresses, which length is 2 bytes (NS).
Indicates that the address is 1 byte, only with the node information (node address).
N.O Indicates the short address where the first byte contains the node (node address) and the second byte is
equal to zero.
[PDA] The source address. In case the message does not have the destination address. This type of
addressing is normally used in the information report message.
[PSA] The destination address.
0- Indicates that the field is optional.
XX-p Indicates the parameter class of the DLL (ex: Time Distribution, Probe Node, etc.).
DLSDU Parameters of the "DL Service Data Unit".
SPDU Parameters of the "Support Protocol Data Unit". These are the parameters from the other levels of the

protocol (FMS, SM and FAS).
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Pass Token (PT = 33)

FC DA Duration FCS
33h MK K K K K
FC It can assume different values according to the priority. The valid values are
31h, 32h and 33h, corresponding to the priorities urgent, normal and time
available, respectively.
DA Any valid value of the node from 10h to FFh (16 to 255).
Duration Two bytes that contain the available time for the token use. Each increase
values 256us.
FCS Two check sum bytes from the bytes of the message.

Return Token (RT = 34)

FC FCS

34 AF 21

FC
FCS

Its value is always 34h.

Two check sum bytes from the bytes of the message. As it is a 1-byte message,
always has the same value. The FCS does not change and it is equal to AF21h.

Probe Node (PN = 26)

FC DA PHNp-1 PNp-2 Slot Time VMID FCS
26 K o ao K K KK K K K
FC Its value is always 26h.
DA Any valid value of the node from 10h to FFh (16 to 255).
PNp-1 Currently with value 1.
Bit 7 to 4 — maximum inter-channel signal skew.
Bit 3 — zero.
Bit 2 to 0 — version of the DLL protocol.
PNp-2 Currently with value O.
Bit 7 to 4 — Post transmission Gap extension.
Slot Time Two bytes that contain the slot time.
VMID Two bytes that contain the minimum inter PDU delay.
FCS Two check sum bytes from the bytes of the message.
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3.4 Methodology
3.4.1 Signal Quality (CRC Test)

It is possible to quantify the quality of the signal using the Statistics View. Follow the steps below:

i. Disable the filters.
ii. Wait until 32,000 messages are captured.
iii. If the CRC error is less than 0.8%, it means that this bus will not have installation problems.

iv. If the CRC error is greater than or equal to 0.8%, it means that the bus will have a problem.

Here are some tips on where to look for the cause of the problem:

e  Problems with terminators (BT): bad connection, lack or excess of BT;
e Bad grounding;

e There is water in the junction boxes or inside the devices;

e  Transmitters with low insulation;

e Digital board of any transmitter has a problem;

e Interface with problem (PCl or DF51).

Messages ;- 3870 / 3870

CRC Errors - 109 - [2.82 %]
Lozt Meszages : 0 - [D.00 %)

Figure 3.8. Statistics with CRC Error

3.4.2 Live List

The LAS (master) has an internal list with all of the devices that are communicating in that moment.
This list is named Live List.

The LAS constantly verifies if there is any device in a specific address. The LAS sends Probe Node
(PN) messages to every address that is not listed in the Live List. If a device receives a PN for its
address it immediately answers with a Probe Response (PR), and afterward the LAS sends an
activation command and passes the token to this device.

To leave the Live List a device must quit answering the token for three consecutive times.

The figure below shows a sequence of a device entering the Live List and leaving it. The following
filters were used for this capture:

e 2619

) 27

e D219 XX04
e 33

) 34
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Figure 3.9. Live List Maintenance (Input)

The messages from number 13076 to 13083 shows that the token passing was being made only for
node 10H.

The message of humber 13084 is a probe node for the node 19H. The device from node 19H
answers immediately with a Probe Response in the message of number 13085. A little below in the
message of number 13087, the LAS is making the activation of that device. After that we can see
that the LAS began to pass the token for that node (messages of number 13090 to 13098).

i

a1 H]

a1 X

, R |

e Bl M SRR R Bl —;‘I
1
1 %
T

L il

1% |
i
T

e

o |

Figure 3.10. Live List Maintenance (Output)

The messages 15204, 15208 and 15211 in Figure 3.10 shows the three attempts of the LAS to
pass the token for that node, but with no success. In this case, the LAS removes that node from the
Live List. This can be verified starting from the message 15215, where we see only the token
passing for the node 10H (messages 15215, 15217, 15219, 15221 and 15223).

As we can see in the previous example, it is enough to analyze the PT message to know which
devices are in the live list at a certain moment, because the LAS is passing the token for all of the
nodes that are active.
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3.4.3 Link Master - LAS

Each fieldbus has a device that controls the use of the transmission means (bus). That device is
named Link Master.

It is possible to have more than one device with Link Master capability in the same bus, but in a
specific moment only one of them will be the Active Link Master, also named LAS.

To determine the LAS, search for the Time Distribution message (TD), because only the LAS can
send this message type.

When the LAS stops communicating, another device takes the control of the bus. The Link Master
that becomes active sends the message Claim LAS to inform that it will assume the control.

Fieldbus has the concept of Preferential LAS. The Link Master that has the parameter
PrimaryLinkMasterFlag equal to TRUE is the Preferential LAS. When the Preferential LAS is not
the LAS of the network, it always asks to become the LAS. It sends the DT message, Transfer LAS
Rolls, requesting the transfer control of the bus to the LAS. The LAS sends the Transfer LAS to
transfer the role of LAS to the Link Master.

Figure 3.11 shows the messages related with the transfers of control of the bus. The following filters
were used:

o 11
e 01
e 06
e 2610
o 27
. D210XX04
_ o ==
Fin EdR Wew Messege Wisdow Heg =l2] =]
T = [
D el e S lwmEe e &Hd% % T
terie | Tima e |
a2 [RE BT 10 Oy O 0 00 (ki) 00 ) 000 00 0 0 ) 1 ) B 45 00 0
ERe ) 1S4 ST 160 B 100 N0 N e e R ) Y K D D Y D) NN 2 P O I D
435411 1G4 595 £1 0 00 00 603 0000 00 00 00 00 00 09100 25 29 01 06 00 ...,
W0 LS o o1 11
LE orag 15ak 1. 940 o
AXT044 154 7.0 B0 a0 O e o T ) 5N D D D N D N N R 2 O D
axrrea 15424400 26 10 07 00 00 08 08 eC
e 1500 RN ol mhinbinlavia iffe ife ifle ifealialinie B AR i1 n I
LR 15431590 10 0 00 D0 DUk O D
4337 1524338 065 1111 00 00 6000 00 00 00 05 00 00 00 00100 30 14 #9308 00 ...
XMl 15:4R3mE13 &% 10 07 00 D0 0s 0 0
A40740 15k 4008 20 L0 0F D0 00 DUl 0 D0
44 154340128 B L1 00 00 60100 00 00 00 00 00 00 00 0900 45 OF D7 DAGD .,
-H10F3 15453208 &6 10 07 00 00 0 0f O
- e (3RS s FF 0 0 0 0000 50000 &R
o 15:ARSI N2 O 100 ok 0 O O N R e R 0 A T
-1 154058060 U1 B OO O i ) ) ) ) ) Y O 4 0 D 0
000 (RERH AR (=B i)
SAZI6T (SR EH R s ] B D N0 O e R R A ) ) NN AN D) OO DY T N 4T AR DD,
43627 15:44: 13,320 11 L0 060 00 6000 D000 00 00 00 060 00 D000 40 74 0831 00 .,
-Him 1544 2510 N1 10 Oy O s O 0 00 0 O 0 00 00 00 00 S ) BT a0 .
Rady T

Figure 3.11. Link Active Schedule Mechanism (LAS)

The messages 432398, 433894 and 435411 are the TD messages from the LAS of the node 10h. In
the message 436926 the LAS of the node 11h assumed the control after the node 10h was
removed from the bus. The node 11h starts to send the TD. After the node 10h returns to the bus
(messages 441073, 441074 and 441078) it asks to assume control. The LAS then sends the TL
(message 442000) and right after that we can see the node 10h sending the TD (messages
442162, 443627 and 445139).
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3.4.4 Publishing Control (Traffic Schedule)

The most important task of the LAS is to control the publishing, that is the control of the time of
publishing each link output parameter between function blocks from different devices. The period of
time to publish the same parameter should be recurrent and equal to the macrocycle.

The LAS transmits the Compel Data message (CD) to inform the device that is the time to transmit
the specific parameter. When the device receives that message it transmits the value of that
parameter using the information report service encapsulated in a Data Transfer 5 (DT5).

3.4.5 Master Backup

The field device configured as master backup is a LAS with the PrimaryLinkMasterFlag equal to
FALSE. To know that a master backup is correctly configured it is necessary to verify the following
characteristics:

e |t assumes the network control when the other LAS are removed.
e |tis executing the traffic schedule.

The procedure to test a master backup is:

i. Certify that the system interface (PCI/DF51) is connected to the bus.
ii. Starts FBView and configure the filters with:
- 11
- B1
iii. Disable the Statistics View to see the messages that are being captured.
iv. Initiate the capture. Certify that one of the interfaces is the LAS.
v. Wait for at least 4 macrocycle periods and then stop the capture.
vi. Write down which traffic schedule has been executed and the macrocycle.
vii. Configure the filters with:
- 11
- 06
- 01
viii. -initiate the capture.
ix. Remove all of the devices with LAS capability for the bus, leaving just the device to be
tested.

x. Certify that the device to be tested assumed the LAS role. If it did not, remove the LAS
device from the bus. Repeat this step until the tested device assumes the LAS role.

If the bus activity stops at any moment, it will mean that the tested device does not have the
LAS capability or this capability is not configured. In this case, the test can be interrupted in
this step.

xi. If the tested device assumed the bus control then configure the filters with:
- 11
- Bl

xii. Re-initiate the capture.

xiii. Wait for at least 4 macrocycle periods and then stop the capture. In this case it is also
important to wait for a TD to certify which is the LAS.

xiv. Verify that the traffic schedule and the macrocycle has the same values as written in step
Vi

xv. If the traffic schedule and the macrocycle are the same, then the device is correctly
configured to work as LAS. If not, the device is not correctly configured to work as LAS.

xvi. Reconnect all the devices and finish the test.

The following figures show a sequence of FBView screens for a bus where there are three LAS,

which are the nodes 10h, 11h and 19h. The device that will be tested is the node 19h. The node
10h is the Preferential LAS.
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Figure 3.12. Traffic Schedule from preferential LAS
The capture showed in Figure 3.12 had the filters:

o 11
e Bl

It shows that the LAS is the node 10h (message 909 — TD) and the messages 0 and 2 shows that
the traffic schedule is:

e B11920
e B11A20

Observe that the frame 0 is selected and the option relative time measure is enabled. In this way
the macrocycle is the period of time for the next "B1 19 20" message to appear. Therefore, the
macrocycle is 1001 ms that is the time for the message 328985.
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Figure 3.13. Other LAS removed
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The capture showed in Figure 3.13 has the filters:

. 11
e 01
e 06

When the node 10h was removed the LAS 11h assumed control (message 385631). Only after the
node 11h was removed the LAS that we wanted to test assumed control (message 387896). That
indicates the node 19h is configured as LAS. If it was not configured as LAS, after we removed the
node 11h, then we would not have had any captured messages. The bus activity would have
stopped.
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Figure 3.14. Master Backup Traffic Schedule
The capture showed in Figure 3.14 has the filters:

o 11
e B1

It shows that the LAS is the node 19h (message 337 — TD) and the messages 0 and 4 shows that
the traffic schedule is:

e B11920
e Bl11A20

Note that the frame O is selected and the option relative time measure is enabled. In this way the
macrocycle is the period of time for the next "B1 19 20" message to appear. Therefore, the
macrocycle is 1002 ms which is the time for the message 399955.

As the traffic schedule from node 10h and 19h are the same and the macrocycle is closed, we can
say that the node 19h has the correct LAS configuration.

3.4.6 Checking Links

It is possible to diagnose the external links with FBView, once the internal links are not transmitted
in the bus. The external links always have the device that publishes the output parameter (named
publisher), the device that subscribes the published value (named subscriber), and the device that
controls the publishing (the LAS described above).
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In the example:

e Node 19h is publishing a link in 1920h, which the node 1Ah is subscribing.
e Node 1Ah is publishing a link in 1LA20h, which the node 19h is subscribing.
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Figure 3.15. Node 19h Publishing

The capture showed in Figure 3.15 had the filters:

e Bl
e 51
° EO
e E4
. FO
e F4

In the beginning the messages from 421113 to 421719 show that none of the parameters were
published, because after the Compel Data (CD) there is no information report (DT5). This is
because the two devices were removed from the bus.

The first device connected to the bus was the one from node 19h. Before it starts to publish a
parameter the node sends a message to establish the Publisher connection. This message is an
Establish Connection 2 (EC2, message 421491) type and afterward the node starts to send the
information report (DT5, messages 421618, 421720, 421820 and 421922).

As this node also has a parameter subscribing a value, it sends connection requests (establish
connection EC1) to the publisher address of this link, in the example it is 1A20h (message 421757).
The node will not subscribe a value until the publisher answers this connection request.
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Figure 3.16. Established Links

Figure 3.16 shows two links being established. The message 424823 shows the node 19h trying to
establish the connection with the publisher 1A20h again but it still does not have the answer. In the
message 425429 the node 19h tries to establish the connection again and now the connection is
established, because the publisher answered the connection request (message 425433).

This figure also shows the link where the node 19h is the publisher being established. In the
message 425432 the link subscriber is requesting the connection and in the message 425453 the
node 19h answers the request.
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Figure 3.17. Sequence with Established Links
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Figure 3.17 shows the Compel Data and Information Report messages for a bus where all of the
links were established and the capture used the filters below.

e Bl
e 51
. EO
. E4
e FO
e F4

3.4.7 Supervision and MVC

The simplest way to execute the parameter supervision of the device is by using an object named
View. Each function block has four View types.

View is a pre-configured list of parameters. When the device receives a Read Request of a specific
View, it sends the current values of each parameter of the function block that composes this View.

In some cases, there are function block parameters that do not belong to any View. Then, if the
analyzer system wants to monitor this parameter it must send a Read Request to the parameter
index.

Some fieldbus devices have an object that optimizes the time spent with supervision. This object is
named MVC (Multi Variable Contained). The analyzer system is responsible for the configuration of
the parameters that will be sent in the MVC and the period of time this MVC must be transmitted
into the bus.

The MVC optimizes the supervision for the following reasons:

¢ One single MVC can contain parameters of different function blocks from the same device.

e The analyzer system does not have to send a request and wait for the answer, because the
device sends the message without needing a request.

A MVC is easily detected. Use a filter to capture the DT1 and set the destination address to 0140h.
In this case, the filters were:

e D30140
e D70140
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4. FBVIEW - HSE

4.1 Selecting the Communication Interface

After creating the messages file for the HSE communication, FBView automatically initializes the
communication, searching for the communication interfaces available in the network.

If the PC executing FBView has more than one network adapter, click the button Interface, ﬂ to
open the dialog box and select the adapter that will be used to capture the frames.

Dialog Ed |

[132.168.163.45 | ok |
Cod:  |‘Device\NPF_{55833CDB 43 _ Cereel |

|255.255.255. 0

Metkdazk :

_— u:IEast:I 255 . 255 . 755 . 255

Current Metwork Adapter
|7 3ACom EtherLink PCI

Figure 4.1. HSE Communication Interfaces

Click the button Start, ﬂ to start capturing the messages from the bus.

The figure below shows the messages in the HSE network:

B FiVicw - [Nt Card-300m Ftherlink PCT]

SIFie Bl Vew Hewioon Widom Help =18 x|
D B ' “r S5 Emee Ffa% % ) BN S8t
CoEm— - | Rumbes Ting Service Souzee fI
Frameters =]
EH Doevice Advusdiatarn 1 14:07: 44 SH Device Ans 183
- Hewler F 4 14.07 &6 8 AOD Adudie Disgnostics &3
Wewsaors | 1 14:07 54 076 Gl Devics Annuncistiss a3
Optiorg: (B 4 14:07:5%, 711 SH Dewvice Annuncistion 163
Frotooal: 59 5 14.02.01.91 ATD Audit L 1£%2
Meg Typa: Ragubst Mg 6 140810 032 SH Devies - 163
Sarvice: (Lncond.) 7 14:0%: 14,004 GH Device Annuncisatics 163
My Lsregth: 140 [ 14:08:16 . 7%0 ADD Audit Disgnostics 163
Pl Addieds; Dl ? 1408 25,155 SH Devics 183
= Hrisdar i 14 08 29 906 SN Tewuices 1&F
Mg Number 25000 11 14:008:32.104 AUD Audit 163
Firephaz T okt Ued 12 14:02:40. 316 EH Devices Annuncistios 183
Tirres S Mok | b 13 1402 45 024 Sl Devics Annunciabics 8 183
Daended Control: Mot Lisd 14 14 0@ 45 317  FOA Opens Sessicn Feq 163
= Dty b 15 14:00:45.2%) FDA Cpen Session Rsp 163
ERE Shghe- 4 1& 14:08: 4% 415 FHS Inatiate Bag 1&F
g 17 = T (CPERATICM ) 17 14 08 45 4248 FES Initiale Rap 163
B = 1 (ot Synchronized with 1f 140845 515 FHG Gardd Req 163
W Dievaoe Type: 128 1% 14:08:45 5569 FHS Getld Esp 163
W Do Aoy Take m 4 2 14:02:4% 815 FHS Eesd Heg 183
o Dl abe Dot ection SLatn = 0 | 14 08 45 639 FHS Read Rap &3
Dervice tndex = 0 22 1408 45, 715 FHG Urits Req 163
M Dvrein Irwdece m E1 2 =] Fa 1408 4% 744 FHS ¥rate Esp 163, o
4 ¥ 1| ]
Feeardy HUH

Figure 4.2. FBView Interface
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4.2 Filters
4.2.1 Adding Filters

To configure a filter, click the button Enable Filters, E in the toolbar. The Filter Configuration
window showed in the figure below will open:

¥ Eruhin Fltes
Panenicnd 1
F HsE [T SEUDP [T SETCP [T Olhes | -
iy Soven | =

Senico | | ™ Filte bl Auckd Files

Couch Desination Rramivee Filirs |

| | Chasr Flten

by Prouat by FTA Acdrdenas
e Destmabon FLV Atddemse

I |

Seloct Flee's Legic: & Or  © Ared

Flleis I

Gresp Filter Panfls -

= dcdFits | Flemavn Fiber Profie |

lame: Filrr Paniils -

Save Tiber Profile | Clear Al Fikers Profie |

Figure 4.3. Filters Configuration
Select the option Enable Filter to apply the filters to the messages.

In the field Protocol, select the communication protocol for the filter:

Pratocol
(F HSE [ SEUDP [ SETCP [ Others | v[

e HSE: capture the HSE frames defined in the documentation FDA Agent (FF-588) FS 1.09;
e SE UDP/SE TCP: capture the frames from the Smar Ethernet protocol;
e  Others: filters the frames from a log file of the HSE, DFI or ModBus.

In the field By Service, select the type of the service related to the message:

Ew Service
’7 Semice  |[FMS GetOD Req j ¥ Filter Mat

The list with the services depends on the protocol selected in the field Protocol. The service showed
in the figure above was selected in the HSE protocol.

Mark the option Filter Not to filter the messages that do not have the selected service.

Click the button Add Filter to add the filter to the Filters list. See the example below:
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Metyiew Lilter [ ]

[+ Crebls Fles

[ e ; e ]
|F-HsE [T SEw0P [TSETER I Ohes | _

by Service
Swvice  [AUD At Diagrostics =  Foee Nt e
[ Sewrce [estialion Fiemave Fiter
| I |
by Pt by FTIA Ak
LT Dhershraluon FOU Aulhmes

Sotect Fler's Logs. ( Or (= And
bt I

Seve FMS Fead Reg
Mot Seraice: FMS GetOD Feg

G Fole Poolils
| Meme Flter Pocfls

Savve Files Profil | Dl 4 Fibess Profi |

AddFier | Remove Fiter Profie |

Figure 4.4. Creanting a Filter by Service

In the field By IP, type the IP address of the computer from where the messages are being sent
(filed Source) to filter the received messages, or the IP address of the computer receiving the

messages (field Destination):

by [P
Source

Destination

| 192 . 169 . 163 .

43

Click the button Add Filter to add the filter to the Filters list. See the example below:

Mt ¥iew Fller [ ]

¥ Enabie Fber
W HsE

- by Girmeer

rsewe serer omes | =] it ]

_ Cca |

Senvice |

| B
Snuarn

Add Fie

Plemese Fikbar I

ll I Filter ok

Desiraen

o Poat
Source Dieatingtion

||:|2 168, 161 . 40

| Clear Fitray I

by PR Addreas
FDA Addeees

[

Select Fllers Logic: & i peed

iers

Sewce: 12216816192

r~ By Fillrs Profiln

—

Asdke | Memove Fiter Frofie |

| Hiama Filtrs Profie -

' Save Film Frolis | U £l e Prutle |

Figure 4.5. Creanting a Filter by IP Address
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In the field By Port, type the number of the communication port to filter the messages being
received (filed Source) or being sent (field Destination) through that port:

by Port
Source Destination

Click the button Add Filter to add the filter to the Filters list.

In the field By FDA Address, type the FDA address to filter the received messages:

by FDA Address
FDA Address

o

Click the button Add Filter to add the filter to the Filters list.

If the user add two or more filters to the list of filters, select the logic operation:
Select Filter's Logic: @ 0O And

e Or: applyes the logic "or" when capturing the frames - the message must fill at least one
criterion defined by the filters to be captured.

e And: applyes the logic "and" when capturing the frames - the message must fill all criteria
defined by the filters to be captured.

4.2.2 Removing Filters

To remove a filter, select the specification in the Filters list and click the button Remove Filter. See
the example below:

F Enslin Fitn
P
M HSE [ SEUDP [ SETCE [ Othem =
by Sercn Cancal
l =] I Eller Not A Fiter
R S Dt Fiaancrvs Fat 1.
| | Clos s
e Paat B FOUA Bddbest
Simeen Dmstruaten FIUA Ackdmes

GeleciFlm'cloge, & Or  And

Fiters I
Sounce 1900 TRR 1h3 1502

Bervce: ALID dysdi Dasgnomcs

Erengs Fiber Frodie

- cifare | Fomove Fites Pahin |
Fames Miber Profis

e Fiten Profie | Ches Al Fieis Prosin |

Figure 4.6. Removing a Filter

To remove all filters, click the button Remove All Filters.
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4.2.3 Creating a Filter Profile

The Filter Profile allows the user to save all filters configured with specific names related to their
function.

The user can create a library with configured filters, being able to add/remove one or all filters from
the library.

To create a filter profile:

1. Click the button Enable Filters, E in the toolbar, to open the Filter Configuration window.
2. Add the filters as indicated in the figure below.

Mel View Filler E

¥ Ervabibe Tt
Fesdiard

Fuse FSEvpr T SETCP T Othen -
by Service Coareel I
Gerece | =l I Faas Not Bl Filler !
e Sourer Daatination Reaen Fllr I
[ I Cloar Fikbery
L Prost L FIMY Pucdckess

Sinatw Dhesiwiabaon FlvA kb
Select Fle'sloge: = e 1 And
Filleer |
Cervics: FME Read Beg

Souce 19216016040
Mot Service: FIWA |dke Reg

fircags File Firdiee

=] AddFRe | Pemove Fiter Prosis |
Nosmas it Pl

| Save Tt Profie | Dheas A1 Fibers Prodie |

3. Type a name for the filter profile and click the button Save Filter Profile.

Group Filker Prafile
| ~|  AddFiter | Remove Filer Profile |

M Filter Profile :
ame Filker Profile [m———————

-
[HsE-01 I Save FiteyBrofil |1 Clear All Fiters Profie |
I Le—i

After adding a new filter profile, it will be displayed in the Group Filter Profile menu. Use the button
Add Filter to add the selected filter profile to a group of filters from another message buffer.

Graup Filter Praofile

r b |
HSE-01 - : Add Filter : Remaove Filker Prafile |
[

e |

M ame Filter Profile ;
| Save Filter Profile | Clear Al Fiters Profie |
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4.2.4 Removing Profiles

To remove a filter profile, select the name of the profile in the Group Filter Profile list and click the
button Remove Filter Profile. See the example below:

— Group Filker Profile

= AddFiter | Remove Fiter Frofie |

Mame Filker Prafile ;

| Save Filer Profile | Clear &l Fiers Profie |

Figure 4.7. Removing a Filter Profile

To remove all filter profiles, click the button Remove All Filters Profile.

4.3 Message De-codification in the HSE Mode

To decode a message captured in the HSE mode, click the message in the list. The details of the
selected message will be displayed in the Decoder window. See the example below:

EEFRYicw - [Nel Card 300m EtherLink PCT|
T rie rde View Hesssge  Window  telp

e = = | PS8 B @8 =88 % % ) 0 % o o,
& c 2 | Bunbes Tins Sesvice Souzue
= Parimatant
o) Garvich Rt iR Ld: D& 46 476 FHS Rmacd Feg 193
FH5 Bsed Rsp 37 14:08:46 540  FWS Resd Rep 192
= Haader i Lé:-D@:di s FD Opan Sassicn Reg 193
Wergion: | 1 LA 0046 P04 Fith Cpen S=ssion Rsp 192
phiores: Thodd 40 Ld-00: 46 DED FHE Inikistes Reg 192
Paokocol: FMS il LA 08 46 087 FHS Imitiate Hsp 1
Msp Tyme: Ramponss M LTS L0346 953 FHS Read Heq 132
Serence: (Tonl ) 43 Lg:03:47 053 FHME Read Rap 1
Mg Lersgth: &4 44 L4 0% 47 0&7 FHE Catld Bag 1
Pl By : ortisoG 45 L4 0247 087 FMS Read Reg 1
Trader 1

L1 14.0% .47 100 S Gt Rap

gy Muriter : Nek ke

Ieroche [0 13 Fra

o S Pl L] 49 L4 ATD Audit Disassstics
[ xbaradad Cordrak bk Liad 50 1] FHS Rmad Rap

= ks 51 Id FHS Wricm Resg
Costa; 000 0 45 03 6 & 00 (3¢ 82 W U5 Urits Rep

53 14
M1

B 14

FHS Rasd Fag
FHE R=ad Rsp
FHE R=ad Req

L1 L FHS Read HEsp
X Lé FHS Read Heq
L1} 1g FME Read Hap
£9 14 FHE Resad Heq

&0 14 FHS Read Rap

PTR— M |agyg

Figure 4.8. Displaying Message Information
The figure above shows the interpretation of a HSE message, type FMS Read Rsp. A HSE
message is composed by three sets of information: Header, Trailer and Data.
The Header contains all common and mandatory fields for each HSE message.
The Trailer contains optional fields for HSE messages.
The Data contains object data, therefore the length and the content of this field depends on the

object that the message is accessing. This field doesn't appear in all HSE messages. If a message
doesn't have an associated object or error, then this field is not necessary.
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Every message has the type of the service, that can request, response or error, and an option that
indicates whether the message requires a confirmation or not.

It is important to notice that some messages have reserved fields, that must have value 0 (zero).

Header Details

Version: specifies the version number of the message. Currently in version 1.

Option: each bit in this field has a meaning, described below:

Bit 8: message number is in the trailer.

Bit 7: the invoke ID is in the trailer. (for client/server sessions, this bit will always be
1)

Bit 6: Time Stamp is in the trailer.

Bit 5: reserved.

Bit 4: extended control field is in the trailer.

Bits 1-3: | number of bytes sent between the trailer and data to align the message.

Protocol ID and Confirmation Msg: bits 3 to 8 indicate the protocol of the message, that can be:
FDA Session Management, SM, FMS or Lan Redundancy. Bits 1 to 3 indicate the type of the
message: request, response or error.

Service: bit 8 indicates if a confirmation was requested, and bits 1 to 7 show the identification of the
service.

Message Length: indicates the total number of bytes in the message, including the Header and the
Trailer.

FDA Address: the usage of this field depends on the type of the message and the VCR used. For

further information, see table 14 in norm FF-588 FS 1.3 of the Fieldbus Foundation (Field Device
Access Agent).

Trailer Details

Message Number: sequential number of the messages transmitted by a specific VCR.

Invoke ID: identification of request and response. This means it is used to associate a response to
a request, and vice versa.

Time Stamp: indicates the time, in the system, that the message was created. The device receiving
the message can use this field to determine the transmission time of the message.

Extended Control Field: to be used in the future.

For some HSE-type services, such as FMS Read Rsp, FMS Write Req and FMS Get OD Rsp, it is
possible to decode the parameter Data, since this parameter has several types of data structure.

For example, to decode the HSE service named FMS Read Rsp, showed in the figure below,
double right-click the parameter Data. The popup menu will open showing the list of options to
decode the service.
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Figure 4.9. Decoding the HSE Service

The user must know which type of data structure is included in the parameter Data of the service
FMS Read Rsp (in the example above, the user has the index information sent in the service FMS

Read Req), to select the correct data structure in the options menu.
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Figure 4.10. Service De-codification

Figure 4.10 shows the de-codification for reading the directory of the VFD application.
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Importing Log Files

To import a log file generated by Smar NetView, click the button New, E in the toolbar, to create
a new file and select the HSE communication.

Go to the File menu and click the option Import NetView Old Version Files. The Open dialog box will
appear. Select the log file and click Open.

Open BE
Look in: | {3 HSE-FBYiew =] « @ ef -

o

File rarne: |NetViewL-:-g.snI Open I
Files of type: | Smar Netview Log File [*.sni) | Caricel |
A

Figure 4.11. Importing NetView Log Files
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